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Fail2ban est un cadritiel (*framework*) de **prévention contre les intrusions**, écrit en Python.   
Il fonctionne sur les systèmes Linux possédant une **interface de contrôle des paquets** (tel que *TCP Wrapper*) ou un **pare-feu** (tel que *Netfilter*).

# Présentation

Fail2ban est une application qui **analyse les journaux de divers services** (SSH, Apache, FTP, …) en **cherchant des correspondances** **entre** **des motifs définis** **dans ses filtres** et les **entrées des journaux**.   
Lorsqu'une **correspondance est trouvée** une ou plusieurs **actions sont exécutées**.

Typiquement, fail2ban **cherche des tentatives répétées de connexions infructueuses** **dans les fichiers journaux** et procède à un **bannissement en ajoutant une règle au pare-feu iptables ou nftables** afin de bannir l'adresse IP de la source.

Dans la catégorie des **outils basés sur les journaux**, fail2ban est considéré comme le **meilleur bloqueur de force brute** basé sur les journaux.

Fondamentalement, comme tout autre bloqueur de force brute basé sur les journaux, fail2ban surveillera les fichiers journaux du système et lorsque certains événements configurés se produiront, ils déclencheront fail2ban pour bloquer l'hôte incriminé.

Voici les **principales fonctionnalités de fail2ban** …

* Il **s’exécute en tant que démon** (pas de délai pour effectuer des actions comme dans les outils basés sur cron) ;
* Il peut **utiliser différentes méthodes pour bloquer l'attaque** …  
  **iptables**  
  C'est la valeur par défaut, et sera certainement le meilleur choix pour la plupart des utilisateurs  
  **TCP Wrappers (/etc/hosts.deny)**Cela peut être particulièrement utile si on exécute un VPS qui n'a pas accès aux règles iptables  
  **Toute autre méthode** que l’on pourrait avoir besoin d'implémenter dans la configuration de son pare-feu   
  (il faudra alors définir soi-même les règles dans ce cas ;
* Il peut **gérer plusieurs services** …  
  sshd (par défaut), Apache2, vsFTPd/proftpd, … ;
* Il peut **envoyer des notifications par courriel** ;
* Il peut **interdire les adresses IP pour une durée limitée** ou **bannir définitivement les hôtes**.

# Installation

Le paquet fail2ban est disponible dans les dépôts APT …  
**>> sudo apt update  
>> sudo apt upgrade -y  
>> sudo apt install -y fail2ban**

Une fois installé, **Fail2ban démarrera automatiquement**.

S’il n’est pas démarré, on peut lancer le service fail2ban …  
**>> sudo** **systemctl start fail2ban.service**

**Remarque** …  
On peut également démarrer le service à l’aide …  
**>> sudo fail2ban-client -x start  
Server ready**ou  
**2021-08-20 12:00:11,805 fail2ban [7155]: ERROR Server already running**

On peut demander un **démarrage automatique** …  
**>> sudo systemctl enable fail2ban.service**

Et enfin de **contrôler si Fail2ban est bien installé** … **>> sudo systemctl status fail2ban.service  
● fail2ban.service - Fail2Ban Service  
 Loaded: loaded (/lib/systemd/system/fail2ban.service; enabled; vendor preset: enabled)  
 Active: active (running) since Fri 2021-08-20 12:02:00 EDT; 2s ago  
 Docs: man:fail2ban(1)  
 Process: 7185 ExecStartPre=/bin/mkdir -p /run/fail2ban (code=exited, status=0/SUCCESS)  
 Main PID: 7163 (fail2ban-server)  
 Tasks: 0 (limit: 2303)  
 Memory: 0B  
 CPU: 100ms  
 CGroup: /system.slice/fail2ban.service  
 ‣ 7163 /usr/bin/python3 /usr/bin/fail2ban-server --async -b -s /var/run/fail2>**

Si la réponse comporte du vert et les mots **active** (*running*) sur la ligne débutant par Active …  
le service est installé et actif.  
Si tel n’est pas le cas, on peut ensuite lancer la commande fail2ban-client afin de démarrer le service.

# Configuration

Les **fichiers de configuration** se trouve dans le **répertoire** **/etc/fail2ban.conf**.

Il est **vivement déconseillé de modifier les fichiers** de configuration **/etc/fail2ban/fail2ban.conf** **et /etc/fail2ban/jail.conf**.   
Ces **fichiers peuvent être écrasés par une mise à jour**.   
Ces fichiers devraient seulement **servir uniquement de référence et de documentation**.

Ces fichiers contiennent les configurations de base qu'on peut **compléter au moyen d'un ou plusieurs fichiers sauvegardés** dans le **répertoire /etc/fail2ban/jail.d**.

Fail2ban **active par défaut la protection contre les attaques par force brute SSH**.   
Le fichier de configuration contient chaque paramètre abondamment commenté.

## Généralités

Fail2ban ne **doit pas être considéré comme un outil de sécurisation absolu d'un service**.   
Ses **objectifs sont d'éviter de surcharger les journaux** (*logs*) du système avec des **milliers de tentatives de connexion** et de **limiter la** **portée des attaques répétées** **provenant d'un même hôte**.

Un serveur avec un accès SSH sur le port standard, par exemple, recevra très rapidement des centaines, voire des milliers de tentatives de connexions provenant de différents hôtes depuis Internet.   
Ce sont généralement des attaques par force brute lancées par des robots.

Fail2ban en analysant les journaux (*logs*) **permet de bannir les adresses IP au bout d'un certain nombre de tentatives** ce qui **limitera le remplissage des journaux** et **l'utilisation de la bande passante**.  
Ceci va également rendre les attaques par force brute ou par dictionnaire beaucoup plus difficiles.

Toutefois, ce n'est pas une **sécurité absolue contre ce type d'attaque**.

**Remarque** …  
Cela **n'améliore en rien la sécurité du service SSH**.   
Si l'accès SSH n'est pas suffisamment sécurisé (mot de passe faible par exemple) fail2ban n'empêchera pas un attaquant d'arriver à ses fins.

## Paramètres par défaut

Les paramètres par défaut se retrouvent dans le fichier /etc/fail2ban/jail.conf

* La **durée de bannissement** d'une adresse IP est définie par la **directive bantime** avec une **valeur en secondes**.   
  La valeur par défaut est de 600 s (soit 10 minutes), ce qui est beaucoup trop court.   
  Il est plus réaliste d'avoir des durées de bannissement d'une ou plusieurs heures ou de plusieurs jours.
* Une autre importante **directive** est **findtime** qui **définit en secondes** le **temps depuis lequel une anomalie est recherchée** **dans les journaux**.   
  Il ne faut pas mettre une valeur trop élevée (1 heure suffit) sans quoi la quantité de journaux à analyser pourrait devenir très importante et donc avoir un impact sur les performances.
* La **directive ignoreip** permet de définir la **liste des adresses IP à ignorer**.   
  Il est **utile d'y mettre sa propre adresse IP** afin de ne pas risquer de se faire bannir.

Il faut créer le **fichier dans le répertoire /etc/fail2ban/jail.d/custom.conf** (ou un autre nom de son choix) contenant …  
**[DEFAULT]  
ignoreip = 127.0.0.1 192.168.1.100  
findtime = 3600** # 10 minutes  
**bantime = 86400** # 24 heures **maxretry = 3**

Description de quelques-uns des **paramètres importants de la section principale [DEFAUT]** …

* La **directive ignoreip** permet de préciser une **liste séparée par des espaces des adresses IP** à ignorer par fail2ban  
  il est possible de **spécifier une étendue d'adresses**.   
  Par exemple, 192.168.1.0/24 désigne les adresses de 192.168.1.0 à 192.168.1.25 ;
* Si la **directive bantime** est définie sur une **valeur négative** (bantime = -1), l'adresse IP ne sera jamais débloquée automatiquement (interdiction permanente) ;
* La **directive maxfailures ou maxretry** précise le **nombre d'échecs avant que l'adresse IP ne soit bannie**.   
  La valeur par défaut est 5. Beaucoup d’administrateurs système réduisent cette valeur à 3.

## Configuration des services actifs

Pour spécifier à fail2ban quels **services il doit surveiller**, il faut **activer les cellules** (*jails*) **correspondantes**.

En consultant le **fichier /etc/fail2ban/jail.conf**, on retrouve dans la **partie jail des blocs du type** …  
**[sshd]  
port = ssh  
logpath = %(sshd\_log)s  
backend = %(sshd\_backend)s**

Quelques explications …

* **port**  
  Ports à bloquer au moyen des règles iptables ;
* **logpath**  
  Emplacement des fichiers de log à surveiller ;
* **backend**  
  Moteur de surveillance des logs.

Les valeurs représentées ainsi **%(sshd\_logs)s sont des variables** qui sont définies dans d'autres fichiers de configuration …  
notamment /**etc/fail2ban/paths\_common.conf** et **/etc/fail2ban /paths\_debian.conf**.

Pour activer la **surveillance des connexion SSH**, il suffit d'**ajouter** **dans le fichier /etc/fail2ban/jail.d/custom.conf** …  
**[sshd]  
enabled = true**

**Remarque** …  
Il suffit de procède de même pour les autres services.  
Il est bien entendu **inutile d'activer des cellules** (*jails*) **pour des services qui ne sont pas utilisés** sur le serveur.

Si on a besoin de **spécifier un autre port** comme lorsque SSH n'est pas en écoute sur un port standard, un fichier de journal (*log*) particulier ou un nombre de tentatives différent de la valeur par défaut, il faut le **préciser dans le fichier /etc/fail2ban/jail.d/custom.conf** …  
**[sshd]  
enabled = true  
port = 2222  
logpath = /var/log/auth.log  
maxretry = 5**

D'une manière générale, il est important d'effectuer des tests pour vérifier le bon fonctionnement de fail2ban.

À chaque modification d’n fichier de configuration, on doit relancer la configuration …  
**>> sudo** **systemctl restart fail2ban.service**

Si on veut vérifier si les cellules (*jails*) ont été correctement lancées …  
**>> sudo** **fail2ban-client status**  
**Status  
|- Number of jail: 3  
`- Jail list: apache, proftpd, sshd**

Les cellules (*jails*) peuvent être contrôlées séparément avec les mots clés start, stop et status …  
**>> sudo** **fail2ban-client stop sshd  
Jail stopped**

## Vérification du bon fonctionnement

Pour vérifier le bon fonctionnement de fail2ban on peut essayer de **s’identifier plusieurs fois en saisissant un mauvais mot de passe**.   
Si Fail2ban fonctionne, l'accès au serveur devrait être interdit au bout d'un certain nombre d'essais   
(précisés dans la configuration à la **directive maxretry**) à condition de **ne pas avoir mis son adresse IP dans la directive ignoreip**.

Remarque …  
il est préférable de **régler la valeur de la** **directive bantime** sur un temps assez court si on fait ce genre d’essais **afin de pouvoir se** **reconnecter au serveur**.

Côté serveur, il est également possible de surveiller ce qui se passe …  
**>> sudo** **fail2ban-client status sshd  
Status for the jail: sshd  
|- Filter  
| |- Currently failed: 23  
| |- Total failed: 49920  
| `- File list: /var/log/auth.log  
`- Actions  
 |- Currently banned: 6  
 |- Total banned: 7003  
 `- Banned IP list: 50.76.88.187 193.224.98.111 46.242.131.56 49.88.112.113 76.116.113.183 179.53.239.248**

Cette commande retournera le **statut de la cellule** (*jail*) sshd avec le **nombre de tentatives échouées** et la **liste des adresses IP** **bloquées**.

Il est aussi possible d’examiner les journaux (*logs*) de fail2ban pour voir les actions effectuées …  
**>> sudo tail -f /var/log/fail2ban.log**

Document adapté de la page …  
**https://doc.ubuntu-fr.org/fail2ban**

![cc](data:image/png;base64,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) ![by](data:image/png;base64,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) ![sa](data:image/png;base64,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)